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Growth is a mindset.
Ready to nurture yours?

Seylan Bank, one of the most progressive banks in the country, is seeking a competent and forward thinking person
to fill the following vacancy. This is your opportunity to join our dynamic team and move towards your career goals.

Job responsibilities

* Assist in creating, implementing and maintaining information security / privacy policies, procedures and
guidelines.

®* Ensure alignment with industrial standards and regulatory requirements by monitoring compliance with
security policies and regulations, such as CBSL directions, ISO standards, PCI-DSS / PDPA and other relevant
regulations.

* Assist in conducting regular risk and vulnerability assessments.

* Implement / monitor corrective actions to address vulnerabilities and compliance issues.

* Assist in developing and conducting security awareness programs and training for employees.

* Promote a culture of security awareness throughout the organization.

* Monitor security systems and networks for potential threats and vulnerabilities.

* Generate and present security reports to senior management and stakeholders.

* Work closely with IT, legal and compliance teams to ensure cohesive security efforts.

* Communicate information security policies and practices effectively across all levels of the organization.

The Person

* A minimum of 6 years of experience out of which 3 years in Information Security.

* Full or part completion of a Bachelor's degree in Information Technology / Security / Systems or equivalent
qualification from a recognized professional body.

* Certifications related to Information Risk Management / Information Technology would be added advantage.

* Experiencein IT (Communication, Software Development) / IT Governance / Security / IT risk management will
be preferred.

®* Experiences in an Audit firm will be added advantage.

* Knowledge / experience in ISO 27001 ISMS, PCI-DSS, IT risk management, network communication
technologies, DLP technologies, Business Continuity Planning, data classification technologies, web based
security technologies, system vulnerability assessment and penetration testing will be an added advantage.

* Excellent communication skills in English and Sinhala both verbal and written.

* Be a team player contributing positively to achieve organizational objectives.

If you fulfill the above criteria, we invite you to email your cv along with a recent photograph to careers@seylan.lk

within 7 days of this advertisement.

Only the shortlisted candidates will be contacted by Seylan HR.




